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ABSTRACT
In delay tolerant networks (DTNs) the messages are often not delivered to the
destination due to a lack of end-to-end connectivity. In such cases, the messages are
stored in the buffer for a long time and are transmitted when the nodes come into the
range of each other. The buffer size of each node has a limited capacity, and it cannot
accommodate the new incoming message when the buffer memory is full, and as a
result network congestion occurs. This leads to a low delivery probability and thus
increases the overhead ratio. In this research work, a new buffer management scheme
called Range Aware Drop (RAD) is proposed which considers metrics such as
message size and time to live (TTL). RAD utilizes TTL as an important metric and as
a result, reduces the unnecessary message drop. Simulation results reveal that RAD
performs significantly better than drop oldest (DOA) and size aware drop (SAD) in
terms of delivery probability and overhead ratio. The obtained results also revealed
that the hop-count average of SAD is 3.9 and DOA is 3.4 while the hop-count average
of RAD is just 1.7. Also, the message drop ratio of the RAD is 36.2% while SAD and
DOA have message drop ratios of 73.3% and 84.9% respectively.

Subjects Computer Networks and Communications, Mobile and Ubiquitous Computing
Keywords Delay tolerant networks, Message drop policies, TTL, Delivery probability

INTRODUCTION
Delay tolerant networks (DTNs) were first used in terrestrial networks having no direct
connection all the time between sender and receiver nodes (Perumal et al., 2022; Majeed
et al., 2017a). There are myriad factors for such disruption or disconnection i.e., node
movement, density, and limited radio range. The traffic is routed from source to
destination via a store-carry-forward approach instead of TCP/IP. The store-carry and
forward strategy is used to store the message in the buffer and transmit that message to the
destination when communication is established between sender and receiver (Gantayat &
Jena, 2015). However, this mechanism can lead to buffer congestion when several messages
are stored in the buffer and there is no more space to accommodate the new incoming
messages (Hasan et al., 2023).
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The major applications of DTNs are rural communication, studies of wild zebras,
military and intelligence, and commercial purposes (Kamal & Singh 2023;Majeed, Ahmed
& Dailey, 2016; Verma, Savita & Kumar, 2021; Rashid et al., 2013a). The architecture of
DTNs is an overlay of existing networks which are divided into homogeneous regions.
When a stream of data is transferred from the sender node to the receiver then it selects the
appropriate path to deliver that message. If there is no such direct communication between
the sender and receiver, then the store-carry-forward approach is used to store the data in
the network until the data safely reaches the destination. To make the DTNs secure, the
infrastructure of DTNs is protected from unauthorized users through different security
mechanisms (Majeed et al., 2017b; Rashid et al., 2013a; Rahman et al., 2024). The
intermittency and high-rate error in DTNs is reflected in Fig. 1.

The DTNs work on the concept of bundle layer and store-carry-forward mechanism.
The bundle consists of different information such as source node, user data, data control
information, and a bundle header. This layer is linked with TCP/IP to offer a gateway when
contact is established between two nodes (Verma, Savita & Kumar, 2021; Rashid et al.,
2013a; LaFuente et al., 2024). The concept of bundle layer and store-carry-forward
mechanism in DTNs are shown in Figs. 2 and 3, respectively (Gantayat & Jena, 2015; Khan
et al., 2023).

Communication in DTNs is done with the help of routing techniques. Routing means
finding a good path to a known destination keeping in view the resource constraints.
Different routing techniques used in DTNs are epidemic routing, PROPHET routing,
spray & wait routing, single hop routing, and source routing (Abubakar et al., 2020;
Mangrulkar & Atique, 2010; Li et al., 2024). All these are traditional routing techniques
holding some basic information while many AI-based routing techniques properly show
the bundle of messages that have been transferred to the destination. These routing
techniques are based on machine learning (ML) algorithms. The overhead ratio of AI-
based routing techniques is always high due to the usage of additional resources to classify
the message into arrived and not arrived categories (Gao & Zhang, 2023; Tekouabou,
Maleh & Nayyar, 2022; Khattak et al., 2020).

Buffer management in DTNs
In DTNs, each buffer has a limited size and message congestion occurs when the buffer
overflows (Sobin, 2016). To solve this problem, different buffer management policies are
used to accommodate the new incoming message. Some of the buffer management policies
in DTNs are as follows (Rashid & Ayub, 2023).

Drop random policy: This policy drops the messages randomly without network
knowledge to accommodate the new message in the buffer. The messages are dropped
from the buffer to store the incoming message. It drops the messages from the buffer so
that sufficient space is created to hold the new arriving message in the buffer. The main
objective of this mechanism is to improve the delivery probability in ad-hoc networks
(Mangrulkar & Atique, 2010; Majeed et al., 2021).
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Drop oldest (DOA)/shortest lifetime first policy: This policy focuses on dropping a
message that has the shortest time to live (TTL) in the network. Such a message has a high
chance of being delivered in the past to its destination as its TTL is low. This policy stores a
message in the buffer by removing the lowest TTL message from the buffer. It increases the
delivery probability of new messages (Mangrulkar & Atique, 2010; Hasan et al., 2022).

E-drop (effective) policy: In the E-drop policy, a message with all relevant information
from the buffer with an equal or nearly equal size to the incoming message would be
dropped. It accommodates an incoming message easily if the equal or nearly size message
from the buffer is dropped. It minimizes the unnecessary message drop due to the selection
of appropriate size messages. The messages smaller than incoming messages have a large
opportunity to be delivered because they remain for a longer time in the buffer (Rashid
et al., 2011; Saeed et al., 2021).

Size aware drop buffer management scheme: Size aware drop (SAD) is used to increase
buffer utilization and avoid unnecessary message drops by discarding the most appropriate
message from the buffer. It randomly selects the messages from the buffer. It also selects
multiple small messages to create space for incoming messages in case of having no equal
or at least large messages in the buffer. It avoids unnecessary message drops due to picking
the appropriate size message from the buffer. It maximizes the delivery probability and
minimizes the overhead ratio of the messages (Rehman et al., 2021).

Figure 1 Intermittency and high error rate in DTNs. Full-size DOI: 10.7717/peerj-cs.2099/fig-1
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Problem statement
In an E-drop or effective message-drop policy, a message of the same size or nearly the
same size is randomly dropped to create space for incoming messages. Small-size messages
will remain for a longer time in the buffer (Rashid et al., 2011; Bibi et al., 2022). As this
policy drops the messages randomly, both the larger and smaller messages have an equal
probability of being dropped. There may be a chance to drop a new message that has been
received recently, and this new message has less delivery probability as compared to other
old messages. The main drawback of the E-drop policy is that it does not work properly for
newly generated messages and has no priority for new or old messages to be dropped.

To resolve the mentioned problem of the E-drop policy, a new message drop policy is
proposed which drops a message from the buffer of equal size or nearly equal size of an
incoming message. The proposed policy uses the TTL metric and drops the message from
the buffer with the lowest TTL. It always drops the oldest message from the buffer to create
space for the incoming message. This proposed policy efficiently manages the buffer
memory and provides a high chance for new messages to be delivered to their destination.

Objectives
The main objectives are:

1. To increase the forwarding probability of new and small messages.

2. To minimize the overhead ratio of the network.

3. To decrease unnecessary messages, drop due to TTL metric.

4. To implement the proposed message drop policy using ONE simulator and evaluate its
performance by comparing it with the existing policies.

Figure 3 Store-carry-forward method. Full-size DOI: 10.7717/peerj-cs.2099/fig-3

Figure 2 Bundle layer Rehman et al. (2021). Full-size DOI: 10.7717/peerj-cs.2099/fig-2
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Significance of the research
The proposed message drop policy will drop messages having the lowest TTL. Different
parameters have been used by different researchers, but the lowest TTL parameter has not
been used in any buffer management scheme. This proposed policy drops equal size or
nearly equal size messages to accommodate the incoming messages. Due to this new
message drop policy, the forwarding probabilities of the new message will increase and
only the messages with the lowest TTL with first in first out (FIFO) manner will be
dropped to create space for incoming messages. This message drop policy will avoid buffer
congestion, increase the delivery probability of small and new messages, and decrease
network overhead.

The rest of the article is organized as follows: “Related Work” includes related work, the
proposed scheme is discussed in “Proposed Scheme”, the simulation and results are
thoroughly discussed in “Simulation and Results”, and in “Conclusion and Future Works”
research is concluded and future work is elaborated.

RELATED WORK
In DTNs, buffer congestion occurs as there is no end-to-end connectivity between sender
and receiver all the time. There are many reasons for congestion like non-availability of
end-to-end connectivity, nodes movement, limited energy, and fixed buffer memory.
These are major factors that hinder communication between sender and receiver. To
minimize message congestion and improve the delivery probability, different techniques
have been proposed by different authors.

The researchers Rashid et al. (2011), presented a message drop policy called effective
drop (E-Drop). It has made the comparison with mostly forwarded (MOFO) which does
not consider all the metrics of a message. Now the E-drop has been proposed by the author
to minimize the network relay, overhead ratio, average latency, and hop count average and
to enhance the message delivery and buffer time average. This policy selects random-size
messages of equal or nearly equal size to the incoming message from the buffer and drops
that message to make room for the incoming new message. As it drops the messages
randomly there is a high chance of dropping a young and new message which has a low
delivery probability as that of other old messages. The simulation results show that it works
better in terms of delivery probability and overhead ratio than that of MOFO. It reduces
the unnecessary message drop due to the selection of appropriate messages.

Researchers Shin & Kim (2011) proposed a buffer management policy called the
Enhanced Buffer Management Policy (EBMP). This policy focuses on improving message
delivery and decreasing the average message delay. To obtain these aims, it uses message
properties like the number of message copies, message age, and leftover TTL to calculate
the utility value of the message. With the help of these utility values, a message can easily be
dropped from the buffer when the buffer overflows. The simulation results revealed that it
works better in terms of delivery probability and overhead ratio as compared to other
policies. The proposed policy results show that it works better while having no knowledge
of network structure and size on real-world mobility trace data and synthetic data.
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The researchers Ali, Qadir & Baig (2010) proposed a buffer management policy called
size aware drop (SAD). The main goal of this message drop policy is to minimize
unnecessary message drops and improve the consumption of the buffer. This policy tries to
pick the appropriate size message; hence its overhead ratio is low and delivery probability
is higher than that of other policies. The simulation result under random waypoint is better
than MOFO, drop largest (DLA), and drop oldest (DOA). The simulation parameters of
this buffer management policy are message delivery rate, overhead ratio, and Buffer Time
Average (BTA). This message drop policy first selects an equal-sized message from the
buffer and if not then it will select multiple small messages to accommodate the incoming
new message.

The researchers Moetesum et al. (2016) suggested a mechanism for the avoidance of
message congestion which is called a novel buffer management scheme. This policy works
on two parameters i.e., hop count and TTL. It uses a fixed threshold value, and the hop
count value of a message is compared with that threshold value to drop a message from the
buffer. The message will remain in the network if its hop count value is greater than the
threshold value according to its TTL value. The transmission opportunity of low hop count
messages is very high because these messages have been passed to a certain number of hops
while moving to the destination. The delivery ratio will be low if low hop count messages
are dropped from the buffer.

Research conducted by Samyal & Gupta (2018) proposed a buffer management policy
to avoid buffer congestion. This policy divides the messages into three categories i.e.,
source, relay, and destination. A separate metric has been kept dropping messages to
accommodate new incoming messages. This metric automatically activates the Drop
Expire Module when a certain criterion is met, and the message is dropped from the buffer.
This policy will store the message in the buffer if there is enough space in the buffer and
when the buffer overflows then this policy will activate another module to drop another
message and create space for incoming messages.

The authors Ayub et al. (2018) presented a buffer management scheme called Proposed
Buffer Management Policy (PBMP). This policy considers two metrics i.e., TTL and
number of forwards (NoF), This policy drops a message from the buffer having the lowest
TTL and highest value of forwarding. The main theme of this policy is to reduce the
unnecessary message drop ratio and enhance the delivery of messages. The experimental
results have shown better results in terms of maximization of delivering ratio as compared
to MOFO by 13.18%. The reason behind the good delivery ratio is due to these two metrics
TTL and NoF.

The researchers Kang & Chung (2020) proposed a mechanism to evaluate the
performance of different buffer management policies. This mechanism uses Opportunistic
Network Environment (ONE) simulator as a simulation tool and six different simulation
parameters to evaluate the performance of different message drop policies. The simulation
parameters that have been used in this research work were delivery probability, latency
average, hop-count average, overhead ratio, and message drop ratio. The simulation results
reveal that the delivery probability of all message drop policies is 25% below by using the
Spray & Wait routing protocol.
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The buffer management policy proposed by Rashid & Ayub (2023) manages the buffer
by a community metric which consists of global rank value (GRV) and local rank value
(LRV). The main function of GRV is to encounter the community by any individual node
that holds the message destination. Similarly, in LRV, a node connection is directly
established with the destination message. A node will only drop a message from the buffer
if it meets the criteria of threshold value and a message having high GRV and LRV with
minimum threshold cannot be dropped from the buffer. Different locking mechanisms
have been used in the message header. The experimental results show better performance
than DOA, Last In First Out (LIFO), MOFO, Ndrop, Evict Shortest Life time first (SHLI),
and DLA with Social Community Buffer Management (SCBM) using certain parameters
by taking real-time mobility scenarios. This policy increases the delivery ratio and
minimizes the overhead.

The buffer management policy by Karami & Derakhshanfard (2023) introduced
Routing Protocol Remaining Time Destination (RPRTD) routing protocol in DTNs. This
approach is based on remaining time to encounter nodes with the destination node of
messages (RTD). This algorithm cleverly identifies which message should be transmitted
and which message should be dropped and also identifies the sender node. This proposed
method can manage buffers effectively, does not require large amounts of storage,
improves the number of delivered messages, and decreases delivery delay compared to the
state-of-the-art.

The approach proposed by Sonkar, Pandey & Kumar (2023) uses grey wolf optimization
(GWO) and is utilized for bundle relaying in DTNs. This policy consists of two phases i.e.,
deployment and relay selection. In the first phase, the GWO technique is used to find the
optimal places in the network to maximize contact opportunity so that the delivery ratio
can be increased with minimum delay. In the later phase, a new scheme with the name
probability-based relaying scheme has been proposed which uses distance, time, and speed
to calculate the probability of each encountered node. The experimental results show that
it gives us better results in terms of delivery ratio if we change the number of nodes and
buffer size.

The message forwarding technique introduced by Tu et al. (2024) investigated the social
and mobility information of nodes by using historical encounter information. The Meta
Meeting Mountain is used to represent the characteristics of the node, and this can be done
by taking the migration degree and community relation. This scheme uses the concept of
forwarding degree (FD) and with the help of this degree, a node is capable of delivering
messages and improving the delivery ratio of messages. In this new forwarding scheme,
different metrics i.e., TTL, buffer size, and hop count are considered to increase the
delivery ratio. The proposed scheme has significantly increased the delivery ratio as
compared to other schemes by using different routing protocols.

The research conducted by Ramazanzadeh & Derakhshanfard (2023) has presented a
scheme with the aim to dynamically distribute the copies of messages in the network by
using an algorithm. The algorithm used in this scheme determines the number of copies in
the spray phase and then forwards those messages to destinations in the forward phase
using some utility value. The utility may be obtained from all those nodes which are mostly
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identified. Comparison was made with some other schemes by using flooding and
forwarding-based protocols and it was found that this scheme has better results as
compared to those schemes.

PROPOSED SCHEME
This research consists of a proposed message drop policy, which drops equal-size messages
or almost equal sizes with the lowest TTL to create space for incoming messages. Due to
this proposed message drop policy, the forwarding probability of new and small messages
is increased.

Proposed message drop policy
This proposed message drop policy works on the management of buffer memory by
removing equal or almost equal-size messages from the buffer to store the new incoming
message. This proposed message drop policy takes two metrics of the message i.e., size and
TTL to drop the appropriate message. This policy gives priority to message size and when
the message size condition is fulfilled then this policy process drops the messages from the
buffer having the TTL value smallest. It reduces the unnecessary message drop due to the
lowest TTL metric. This proposed policy has been adopted to increase the delivery
probability of new and small messages and to minimize the overhead ratio. The detailed
flow sheet of the proposed message drop policy is given in Fig. 4.

In Fig. 4, first, the size of an incoming message will be calculated and then the free buffer
space will be calculated using Eq. (1).

fbs ¼ size of buffer� size of total messages in buffer: (1)

If the buffer has enough space and the size of the new message is less than the free space,
then that message will be stored in the buffer. If the free buffer space is less than the
message size then due to buffer congestion, the message would be dropped. For the
creation of space in the buffer, a threshold “Ts” value will be calculated, and this value
shows the exact space required for an incoming message. The threshold value can be
calculated using Eq. (2).

Ts ¼ IMS� fbs: (2)

If the buffer has some messages equal to the threshold value, then the equal size message
with the lowest TTL would be dropped and the new message will be stored in the buffer. If
the buffer has no equal size message as that of the threshold value, then the message in the
range of threshold value and 20% of threshold value with the least large size and lowest
TTL would be dropped.

SIMULATION AND RESULTS
This section consists of the simulation parameters, performance evaluation parameters,
and simulation results generated.
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Simulation parameters
The main simulation parameters of the proposed research are mentioned in Table 1. These
simulation parameters are used to evaluate the performance of RAD, SAD, and DOA.

Performance evaluation parameters
The performance of the proposed message drop policy is measured with the help of these
parameters. The performance evaluation parameters which will be used in this research are
as follows:

Messages dropped

Message drop shows the number of messages dropped from the buffer during congestion.
The unnecessary message drop should be minimized to increase the delivery ratio.

M:D ¼ Total messages sent� Total messages received: (3)

Message delivery probability
The message delivery probability shows the total messages that are effectively transferred
to the destination. It is the fraction of the messages sent over messages received. High
delivery probability shows a maximum number of messages delivered to the destination.
The message delivery probability should be maximized. The message delivery probability
can be calculated using Eq. (4) (Rashid et al., 2011).

Figure 4 Flow chart of the proposed system. Full-size DOI: 10.7717/peerj-cs.2099/fig-4
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D:P ¼ Messages Delivered
Messages Created

: (4)

Overhead ratio
The ratio between the messages relayed and messages delivered is called the overhead ratio.
When the relayed messages are delivered in a short time and less processing is required,
then the overhead ratio will be low. The main objective of buffer management is to reduce
the overhead ratio. The overhead ratio can be calculated using Eq. (5) (Ali, Qadir & Baig,
2010; Moetesum et al., 2016).

O:R ¼ ðMessages Relayed � Messages DeliveredÞ
Messages Delivered

: (5)

Buffer time average
Buffer time average is the total time used by a message in the buffer. When a message
spends more time in the buffer then its forwarding chance is increased. So, the delivery
probability of a message with a high buffer time average is increased. Buffer time average
can be calculated using Eq. (6) (Rashid et al., 2013b; Silva et al., 2017; Arslan et al., 2022).

B:T:A ¼
Xn

i¼1

MessageðiÞ Stay Time
Messages in Buffer

: (6)

Hop-count average
The hop-count average shows from how many nodes the message has been passed while
reaching the destination. A message passing from a different number of nodes depends on
the routing technique that has been adopted by the network to send the message from the

Table 1 Simulation parameters.

Parameters Value

Set 1 Set 2 Set 3

No of nodes 15 30 45

Movement model Shortest path map-based movement model

Routing protocol Epidemic

Buffer size 3 MB 6 MB 9 MB

Group interface Bluetooth

Transmission speed 300 kbps

Transmission range 15 m

Nodes speed 1–3 m/s

TTL 3,600 s

Message creation interval 15–25 s

Message size 100 KB–1 MB

Simulation area 4,500 � 3,400

Simulation time 43,200 s
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source to the destination. The hop-count average should be minimized to reach the
message to the destination on time and to use the power and resources for a short period
(Sun, Liu & Wang, 2011; Rashid, Ayub & Abdullah, 2015; Abu Bakar et al., 2023).

Latency time average
Any type of delay in the processing of network data is called latency time average. A small
delay shows a low latency time average and a large delay shows a high latency. Usually, the
latency in DTN is high due to the non-availability of end-to-end connections (Li et al.,
2009).

Message relayed
The number of messages sent to other nodes still reaching the destination is known as
messages relayed. It usually consumes resources in terms of buffer space, power, and
bandwidth (Naves, Moraes & Albuquerque, 2012; Harrati & Abdali, 2016).

Simulation results
The performance of the proposed range aware drop (RAD) is validated through a wide-
range simulation experiment. The main purpose is to show that RAD enhances the
delivery probability while minimizing the overhead ratio. The performance evaluation of
the RAD has been done with size aware drop (SAD) and drop oldest (DOA).

The SAD policy drops equal size or least larger messages from the buffer to adjust the
new incoming message. This policy selects multiple small messages to be dropped from the
buffer if all the messages in the buffer have a small size as compared to incoming messages.
It calculates a threshold value which tells us the exact space required for an incoming
message in the buffer. By using this threshold size, a message of equal or nearly equal size
to the threshold value is dropped and the new message is accommodated. It drops the
messages randomly and there is no priority for the messages having equal size in the buffer.
It minimizes unnecessary message drops due to the appropriate selection of messages. It
maximizes the delivery probability of small and new messages and minimizes the overhead
ratio.

The other message drop policy with which performance evaluation of RAD has been
performed is DOA. In this message drop policy, a message of a large size in the buffer is
dropped to create space for incoming messages. There is no such priority for large
messages but drops when the first largest message is encountered. It does not manage the
buffer memory better in case of small incoming messages.

In this section, the RAD scenario, different evaluation metrics, and experimental results
are presented and analyzed.

For this research, a specific scenario has been settled. In this scenario, a set of 15, 30, and
45 nodes having buffer memory of 3, 6, and 9 MB has been taken. In these nodes, 15 nodes
were sender, 30 were receiver, and 45 were relayed nodes. The routing protocol used for
this proposed policy was an epidemic router which can transmit a message if the contact
and buffer memory of nodes is high. For communication purposes, the SPMB model has
been used. The interface among the nodes was Bluetooth and the total distance was kept at
15 m. The message creation time was 15–25 s, which is so minimum time for message
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creation. The TTL of the message was 60 min and the scenario run time was 43,200 s. The
area selected for simulation purposes was 4,500 � 3,400.

First, the free buffer space in the buffer is checked and will store the new message if the
size of the available free buffer space is greater than the incoming message. If it is not true,
then appropriate space for incoming messages by assigning a threshold value will be
created. This threshold value will compute the actual required free buffer space for
incoming messages. Then a message of equal size or nearly equal size with the lowest TTL
in FIFO order from the buffer is dropped and the new incoming message is
accommodated.

Delivery probability
Delivery probability shows how many messages have been transferred successfully to the
destination. The messages should be delivered in an adequate amount of time. The
performance evaluation in the case of the delivery probability of RAD, DOA, and SAD
using an epidemic router is reflected in Fig. 5.

In Fig. 5, the delivery probability of SAD is 0.1508, DOA is 0.2668 and RAD is 0.6377
which shows that our proposed message drop policy significantly increases the delivery
ratio of the messages. The main reason behind the increase in the delivery probability is
that RAD picks the appropriate size message from the buffer with the lowest TTL to
provide free space for new messages and avoid unnecessary message drops. It chooses the
lowest TTL message in FIFO order from the buffer as the delivery probability of those
messages is always high. Therefore, RAD performs better than SAD and DOA in terms of
delivery probability due to the appropriate size and lowest TTL metric.

Overhead ratio
The overhead ratio is the ratio between messages relayed and messages delivered. It should
be minimized. The performance evaluation of RAD, DOA, and SAD in terms of overhead
ratio using an epidemic router is given in Fig. 6.

Figure 5 Performance evaluation of SAD, DOA, and RAD in terms of delivery probability.
Full-size DOI: 10.7717/peerj-cs.2099/fig-5
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In Fig. 6, the overhead ratio of RAD has been significantly decreased as compared to
SAD and DOA. The overhead ratio increases when buffer overflows frequently occur in a
congested environment. RAD minimizes the overhead ratio due to proper buffer
utilization and unnecessary message drop. Due to the lowest TTL metric, it strives to drop
only the required message from the buffer which can easily accommodate the new
message. RAD drops old messages from the buffer as that of other policies that is why it
minimizes the overhead ratio.

Hop-count average
The hop-count average shows how many hops a message has been passed to reach the
destination. An increase in hop count shows that a message has consumed more resources
while reaching the destination and a minimum hop count confirms less overhead and
delivery delay. The hop count average depends on the routing strategy used in particular
research. The performance evaluation of the hop-count average of DOA, SAD, and RAD
using an epidemic router is given in Fig. 7.

The hop count average of RAD, SAD, and DOA are shown in Fig. 7. The hop count
average of RAD is less than SAD and DOA due to proper size message drop and lowest
TTL. These metrics do not allow the RAD to drop unnecessary messages from the buffer
when congestion frequently occurs. The decrease in the hop count average of RAD shows
that it uses less amount of network resources and time to reach the destination.

Buffer time average

The buffer time average tells us how many times a message was in the buffer. When a
message spends more time in the buffer its forwarding probability increases. The
performance evaluation in terms of the buffer time average of DOA, SAD, and RAD using
an epidemic router is given in Fig. 8.

The buffer time average (BTA) of RAD, SAD, and DOA are shown in Fig. 8. The buffer
time average of RAD is higher than SAD but a bit smaller than DOA. Due to the non-

Figure 6 Performance evaluation of SAD, DOA, and RAD in terms of overhead ratio.
Full-size DOI: 10.7717/peerj-cs.2099/fig-6

Khan et al. (2024), PeerJ Comput. Sci., DOI 10.7717/peerj-cs.2099 13/20

http://dx.doi.org/10.7717/peerj-cs.2099/fig-6
http://dx.doi.org/10.7717/peerj-cs.2099
https://peerj.com/computer-science/


availability of connection always, the RAD has a better buffer time average than that of
other policies because of the appropriate size message selection and proper utilization of
buffer. The delivery probability will be high if it has a high buffer time average.

Messages dropped
The messages dropped are the actual difference between the messages created and the
messages delivered. It shows the wastage of precious resources and hence is minimized.
The performance evaluation chart of messages dropped by DOA, SAD, and RAD using an
epidemic router is given in Fig. 9.

The messages dropped chart in the percentage of RAD, SAD, and DOA are shown in
Fig. 9. The percentage of the dropped messages of the proposed RAD policy is lower than
that of SAD and DOA. The reason behind this low message drop percentage is that RAD

Figure 8 Performance evaluation of SAD, DOA, and RAD in terms of buffer time average.
Full-size DOI: 10.7717/peerj-cs.2099/fig-8

Figure 7 Performance evaluation of SAD, DOA, and RAD in terms of hop-count average.
Full-size DOI: 10.7717/peerj-cs.2099/fig-7
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stores messages in the buffer for a long time and drops only appropriate and lowest TTL
messages to create space for incoming messages. Due to this reason, most of the messages
are forwarded to the destination, and a smaller number of messages are dropped from the
buffer with equal size or the least large size. So, Fig. 9 shows that RAD works better than
SAD and DOA in terms of messages dropped.

Latency average
In DTN, latency is high due to the nature of the network. Latency is typically any type of
delay in the processing of network data.

Figure 10 shows the performance evaluation in terms of the latency average of RAD,
SAD, and DOA. The latency average of RAD is higher than that of other policies which
helps the messages to stay in the network for a long time. This long time stay of messages

Figure 9 Performance evaluation of SAD, DOA, and RAD in terms of messages dropped.
Full-size DOI: 10.7717/peerj-cs.2099/fig-9

Figure 10 Performance evaluation of SAD, DOA, and RAD in terms of latency average.
Full-size DOI: 10.7717/peerj-cs.2099/fig-10
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helps to increase the forwarding probability of the messages and minimizes the overhead
ratio. So due to no end-to-end connectivity among the nodes, the latency of all the
messages in the DTNs must be high.

Messages relayed
The relayed messages are the ratio of the messages sent to others while reaching the
destination. For the storage of relayed messages, relayed nodes are used to hold the
messages till the communication and contact of other nodes. The performance evaluation
in terms of relayed RAD, SAD, and DOA messages using the epidemic router is given in
Fig. 11.

Figure 11 shows the results of relayed messages of RAD, SAD, and DOA. The relayed
helps to store a message for a long time till the establishment of a connection between
sender and receiver to minimize message drop but increases the overhead. The relayed
messages of RAD are less than SAD but a little bit greater than DOA as shown in Fig. 11.
The increase in relayed messages in RAD as compared to DOA is due to the dropping of
equal or least large messages which often takes a long time to fulfill the criteria. In DOA,
the oldest message may be dropped which will always take less time to meet certain criteria.

CONCLUSION AND FUTURE WORKS
It has been concluded in this research that appropriate message size and the lowest TTL
play an important role in the efficient buffer management of DTNs. This message drop
policy (RAD) uses the concept of appropriate message size and the lowest TTL for
achieving the required results. RAD performs better as compared to SAD and DOA in
terms of delivery probability and hence RAD significantly increases the delivery
probability of messages. The RAD also minimizes the overhead ratio and hop count
average significantly as compared to SAD and DOA and both should be minimized for
better management of buffer as well as network. The proposed RAD policy allows the
messages to stay for a huge amount of time in the buffer which enhances the delivery ratio

Figure 11 Performance evaluation of SAD, DOA, and RAD in terms of relayed messages.
Full-size DOI: 10.7717/peerj-cs.2099/fig-11
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of the messages. Almost all the performance evaluation parameters set in the proposed
policy yield better results as compared to SAD and DOA. The shortcoming of the proposed
research is the scenario when the buffer has messages and all those messages have sizes
smaller than the size of the incoming message which is very least likely. The proposed
message drop policy such as RAD is an efficient buffer management approach. In the
future, other aspects can be explored for further efficiency of buffer management in DTNs.
Moreover, the interesting directions of future research in DTNs are to explore security
issues, design security solutions, and use intelligent routing techniques using Artificial
Intelligence (AI) and machine learning (ML) algorithms for proper message delivery and
buffer management in DTNs.

ADDITIONAL INFORMATION AND DECLARATIONS

Funding
This research is funded by the Researchers Supporting Project Number (RSPD2024R947),
King Saud University, Riyadh, Saudi Arabia. The funders had no role in study design, data
collection and analysis, decision to publish, or preparation of the manuscript.

Grant Disclosures
The following grant information was disclosed by the authors:
King Saud University: RSPD2024R947.

Competing Interests
Khursheed Aurangzeb is an Academic Editor for PeerJ.

Author Contributions
. Samiullah Khan conceived and designed the experiments, performed the experiments,
performed the computation work, prepared figures and/or tables, authored or reviewed
drafts of the article, and approved the final draft.

. Khalid Saeed conceived and designed the experiments, performed the experiments,
analyzed the data, performed the computation work, prepared figures and/or tables, and
approved the final draft.

. Muhammad Faran Majeed conceived and designed the experiments, analyzed the data,
performed the computation work, prepared figures and/or tables, authored or reviewed
drafts of the article, and approved the final draft.

. Khursheed Aurangzeb performed the experiments, authored or reviewed drafts of the
article, and approved the final draft.

. Zahoor Ahmad conceived and designed the experiments, performed the experiments,
prepared figures and/or tables, and approved the final draft.

. Muhammad Shahid Anwar analyzed the data, authored or reviewed drafts of the article,
and approved the final draft.

. Piratdin Allayarov analyzed the data, authored or reviewed drafts of the article, and
approved the final draft.

Khan et al. (2024), PeerJ Comput. Sci., DOI 10.7717/peerj-cs.2099 17/20

http://dx.doi.org/10.7717/peerj-cs.2099
https://peerj.com/computer-science/


Data Availability
The following information was supplied regarding data availability:

The code is available in the Supplemental File.

Supplemental Information
Supplemental information for this article can be found online at http://dx.doi.org/10.7717/
peerj-cs.2099#supplemental-information.

REFERENCES
Abu Bakar R, Huang X, Javed MS, Hussain S, Majeed MF. 2023. An intelligent agent-based

detection system for DDoS attacks using automatic feature extraction and selection. Sensors
23(6):3333 DOI 10.3390/s23063333.

Abubakar R, Aldegheishem A, Majeed MF, Mehmood A, Maryam H, Alrajeh NA, Maple C,
Jawad M. 2020. An effective mechanism to mitigate real-time DDoS attack. IEEE Access
8:126215–126227 DOI 10.1109/ACCESS.2020.2995820.

Ali S, Qadir J, Baig A. 2010. Routing protocols in delay tolerant networks-a survey. In: 2010 6th
International Conference on Emerging Technologies (ICET). Piscataway: IEEE, 70–75.

Arslan M, Majeed MF, Abu Bakar R, Khan J, Hussain S, Lee Y, Khan F. 2022. CAVVPM:
challenge-based authentication and verification of vehicle platooning at motorway. Sensors
22(20):7946 DOI 10.3390/s22207946.

Ayub Q, Ngadi A, Rashid S, Habib HA. 2018. Priority queue based reactive buffer management
policy for delay tolerant network under city based environments. PLOS ONE 13(2):e0191580
DOI 10.1371/journal.pone.0191580.

Bibi A, Majeed MF, Ali S, Abbasi IA, Samad A, Baseer S. 2022. Secured optimized resource
allocation in mobile edge computing. Mobile Information Systems 2022:1–14
DOI 10.1155/2022/9952993.

Gantayat PK, Jena S. 2015. Delay tolerant network-a survey. International Journal of Advanced
Research in Computer and Communication Engineering 4(7):477–480.

Gao Y, Zhang F. 2023. Multi-copy relay node selection strategy based on reinforcement learning.
Sensors 23(13):6131 DOI 10.3390/s23136131.

Harrati Y, Abdali A. 2016.MaxHopCount: a new drop policy to optimize messages delivery rate in
delay tolerant networks. International Journal of Interactive Multimedia and Artificial
Intelligence (IJIMAI) DOI 10.9781/ijimai.2016.417.

Hasan S, Al-Bayatti AH, Khan S, Harrati Y, Algaddafi A. 2022. Performance analysis of the
impact of time to leave on different drop policies for delay tolerant networks. Preprints
2022:2022100076 DOI 10.20944/preprints202210.0076.v1.

Hasan S, Sharifi Sani M, Iranmanesh S, Al-Bayatti AH, Khan S, Raad R. 2023. Enhanced
message replication technique for DTN routing protocols. Sensors 23(2):922
DOI 10.3390/s23020922.

Kamal P, Singh N. 2023. Optimized buffer management system in delay tolerant network. In:
Proceedings of 3rd International Conference on Recent Trends in Machine Learning, IoT, Smart
Cities and Applications: ICMISC 2022. Cham: Springer, 577–582.

Kang MW, Chung YW. 2020. A novel DTN protocol for group mobility. In: 2020 International
Conference on Information and Communication Technology Convergence (ICTC). Piscataway:
IEEE, 376–378.

Khan et al. (2024), PeerJ Comput. Sci., DOI 10.7717/peerj-cs.2099 18/20

http://dx.doi.org/10.7717/peerj-cs.2099#supplemental-information
http://dx.doi.org/10.7717/peerj-cs.2099#supplemental-information
http://dx.doi.org/10.7717/peerj-cs.2099#supplemental-information
http://dx.doi.org/10.3390/s23063333
http://dx.doi.org/10.1109/ACCESS.2020.2995820
http://dx.doi.org/10.3390/s22207946
http://dx.doi.org/10.1371/journal.pone.0191580
http://dx.doi.org/10.1155/2022/9952993
http://dx.doi.org/10.3390/s23136131
http://dx.doi.org/10.9781/ijimai.2016.417
http://dx.doi.org/10.20944/preprints202210.0076.v1
http://dx.doi.org/10.3390/s23020922
http://dx.doi.org/10.7717/peerj-cs.2099
https://peerj.com/computer-science/


Karami A, Derakhshanfard N. 2023. Bmrtd: buffer management policy based on remaining time
to encounter nodes with the destination node in delay tolerant networks.
DOI 10.21203/rs.3.rs-2522936/v1.

Khan S, Saeed K, Majeed MF, AlQahtani SA, Aurangzeb K, Anwar MS. 2023. NPBMT: a novel
and proficient buffer management technique for internet of vehicle-based DTNs. Computers,
Materials & Continua 77(1):1303–1323 DOI 10.32604/cmc.2023.039697.

Khattak MK, Fahim H, Majeed MF, Rehman E, Javaid S. 2020. Lookaside: augmenting the
performance of packet processing pipeline. IEEE Systems Journal 15(3):3561–3564
DOI 10.1109/JSYST.2020.3000999.

LaFuente B, Dudukovich R, Kortas N, Schweinsberg E, Tomko B, Kotliarchuk A. 2024.
Exploring new frontiers in space communications: enhancing delay tolerant networking through
cloud and containerization. In: AIAA SCITECH 2024 Forum. Reston: American Institute of
Aeronautics and Astronautics DOI 10.2514/6.2024-1741.

Li C, Li H, Wu T, Yan L, Cao S. 2024. Realization of maximum flow in DTN and application in
CGR. Ad Hoc Networks 152(6):103302 DOI 10.1016/j.adhoc.2023.103302.

Li Y, Zhao L, Liu Z, Liu Q. 2009. N-Drop: congestion control strategy under epidemic routing in
DTN. In: Proceedings of the 2009 International Conference on Wireless Communications and
Mobile Computing: Connecting the World Wirelessly. 457–460.

Majeed MF, Abbasi IA, Ali S, Mustafa EE, Hussain I, Saeed K, Abrar MF, No ME, Khattak MK.
2021. From digital divide to information availability: a wi-fi-based novel solution for
information dissemination. Wireless Communications and Mobile Computing 2021:1–19
DOI 10.1155/2021/6698246.

Majeed MF, Ahmed SH, Dailey MN. 2016. Enabling push-based critical data forwarding in
vehicular named data networks. IEEE Communications Letters 21(4):873–876
DOI 10.1109/LCOMM.2016.2642194.

Majeed MF, Ahmed SH, Muhammad S, Song H, Rawat DB. 2017a. Multimedia streaming in
information-centric networking: a survey and future perspectives. Computer Networks
125(3):103–121 DOI 10.1016/j.comnet.2017.05.030.

Majeed MF, Dailey MN, Khan R, Tunpan A. 2017b. Pre-caching: a proactive scheme for caching
video traffic in named data mesh networks. Journal of Network and Computer Applications
87(7):116–130 DOI 10.1016/j.jnca.2017.03.012.

Mangrulkar RS, Atique M. 2010. Routing protocol for delay tolerant network: a survey and
comparison. In: 2010 International Conference on Communication Control and Computing
Technologies. Piscataway: IEEE, 210–215.

Moetesum M, Hadi F, Imran M, Minhas AA, Vasilakos AV. 2016. An adaptive and efficient
buffer management scheme for resource-constrained delay tolerant networks.Wireless Networks
22(7):2189–2201 DOI 10.1007/s11276-015-1085-y.

Naves JF, Moraes IM, Albuquerque C. 2012. LPS and LRF: efficient buffer management policies
for delay and disruption tolerant networks. In: 37th Annual IEEE Conference on Local Computer
Networks. Piscataway: IEEE, 368–375.

Perumal S, Raman V, Samy GN, Shanmugam B, Kisenasamy K, Ponnan S. 2022.
Comprehensive literature review on delay tolerant network (DTN) framework for improving the
efficiency of internet connection in rural regions of Malaysia. International Journal of System
Assurance Engineering and Management 13(Suppl 1):764–777
DOI 10.1007/s13198-022-01632-2.

Rahman S, Shaf A, Ali T, Abosaq HA, Zafar M, Irfan M, Althobiani F, Attar H. 2024. An
optimal delay tolerant and improved data collection schema using auvs for underwater wireless
sensor networks. IEEE Access 12(5):30146–30163 DOI 10.1109/ACCESS.2024.3366651.

Khan et al. (2024), PeerJ Comput. Sci., DOI 10.7717/peerj-cs.2099 19/20

http://dx.doi.org/10.21203/rs.3.rs-2522936/v1
http://dx.doi.org/10.32604/cmc.2023.039697
http://dx.doi.org/10.1109/JSYST.2020.3000999
http://dx.doi.org/10.2514/6.2024-1741
http://dx.doi.org/10.1016/j.adhoc.2023.103302
http://dx.doi.org/10.1155/2021/6698246
http://dx.doi.org/10.1109/LCOMM.2016.2642194
http://dx.doi.org/10.1016/j.comnet.2017.05.030
http://dx.doi.org/10.1016/j.jnca.2017.03.012
http://dx.doi.org/10.1007/s11276-015-1085-y
http://dx.doi.org/10.1007/s13198-022-01632-2
http://dx.doi.org/10.1109/ACCESS.2024.3366651
http://dx.doi.org/10.7717/peerj-cs.2099
https://peerj.com/computer-science/


Ramazanzadeh R, Derakhshanfard N. 2023. Fuzzy assisted dynamic message replication and
routing in delay tolerant networks. Telecommunication Systems 82(2):193–209
DOI 10.1007/s11235-022-00969-0.

Rashid S, Abdullah AH, Ayub Q, Zahid MSM. 2013a. Dynamic prediction based multi queue
(DPMQ) drop policy for probabilistic routing protocols of delay tolerant network. Journal of
Network and Computer Applications 36(5):1395–1402 DOI 10.1016/j.jnca.2013.02.030.

Rashid S, Ayub Q. 2023. Social community buffer management policy for delay tolerant network.
Wireless Personal Communications 130(3):2099–2120 DOI 10.1007/s11277-023-10373-9.

Rashid S, Ayub Q, Abdullah AH. 2015. Reactive weight based buffer management policy for DTN
routing protocols. Wireless Personal Communications 80(3):993–1010
DOI 10.1007/s11277-014-2066-7.

Rashid S, Ayub Q, Zahid MSM, Abdullah AH. 2011. E-drop: an effective drop buffer
management policy for DTN routing protocols. International Journal of Computer Applications
13(7):118–121 DOI 10.5120/1795-2486.

Rashid S, Ayub Q, Zahid MSM, Abdullah AH. 2013b. Message drop control buffer management
policy for DTN routing protocols. Wireless Personal Communications 72(1):653–669
DOI 10.1007/s11277-013-1035-x.

Rehman Ou, Abbasi IA, Hashem H, Saeed K, Majeed MF, Ali S. 2021. SS-Drop: a novel message
drop policy to enhance buffer management in delay tolerant networks. Wireless
Communications and Mobile Computing 2021:1–12 DOI 10.1155/2021/9773402.

Saeed F, Mehmood A, Majeed MF, Maple C, Saeed K, Khattak MK, Wang H, Epiphaniou G.
2021. Smart delivery and retrieval of swab collection kit for COVID-19 test using autonomous
unmanned aerial vehicles. Physical Communication 48(1):101373
DOI 10.1016/j.phycom.2021.101373.

Samyal VK, Gupta N. 2018. Comparison of MOFO drop policy with new efficient buffer
management policy. International Journal of Innovative Research & Studies 8(4):456–460.

Shin K, Kim S. 2011. Enhanced buffer management policy that utilises message properties for
delay-tolerant networks. IET Communications 5(6):753–759 DOI 10.1049/iet-com.2010.0422.

Silva MD, Nunes IO, Mini RAF, Loureiro AAF. 2017. ST-Drop: a novel buffer management
strategy for D2D opportunistic networks. In: 2017 IEEE Symposium on Computers and
Communications (ISCC). Piscataway: IEEE, 1300–1305.

Sobin CC. 2016. An efficient buffer management policy for DTN. Procedia Computer Science
93(9):309–314 DOI 10.1016/j.procs.2016.07.215.

Sonkar N, Pandey S, Kumar S. 2023. Bundle relaying scheme for network deployed using grey
wolf optimization in delay tolerant networks. International Journal of Information Technology
15(1):345–353 DOI 10.1007/s41870-022-01135-0.

SunW, Liu C, Wang D. 2011. On delay-tolerant networking and its applications. In: International
Conference on Computer Science and Information Technology (ICCSIT 2011). 238–244.

Tekouabou SCK, Maleh Y, Nayyar A. 2022. Towards to intelligent routing for DTN protocols
using machine learning techniques. Simulation Modelling Practice and Theory 117:102475
DOI 10.1016/j.simpat.2021.102475.

Tu J, Wang Y, Liu Y, Li Q. 2024. A meta meeting mountain based opportunistic message
forwarding strategy. Ad Hoc Networks 154(2):103374 DOI 10.1016/j.adhoc.2023.103374.

Verma A, Savita, Kumar S. 2021. Routing protocols in delay tolerant networks: comparative and
empirical analysis. Wireless Personal Communications 118(1):551–574
DOI 10.1007/s11277-020-08032-4.

Khan et al. (2024), PeerJ Comput. Sci., DOI 10.7717/peerj-cs.2099 20/20

http://dx.doi.org/10.1007/s11235-022-00969-0
http://dx.doi.org/10.1016/j.jnca.2013.02.030
http://dx.doi.org/10.1007/s11277-023-10373-9
http://dx.doi.org/10.1007/s11277-014-2066-7
http://dx.doi.org/10.5120/1795-2486
http://dx.doi.org/10.1007/s11277-013-1035-x
http://dx.doi.org/10.1155/2021/9773402
http://dx.doi.org/10.1016/j.phycom.2021.101373
http://dx.doi.org/10.1049/iet-com.2010.0422
http://dx.doi.org/10.1016/j.procs.2016.07.215
http://dx.doi.org/10.1007/s41870-022-01135-0
http://dx.doi.org/10.1016/j.simpat.2021.102475
http://dx.doi.org/10.1016/j.adhoc.2023.103374
http://dx.doi.org/10.1007/s11277-020-08032-4
http://dx.doi.org/10.7717/peerj-cs.2099
https://peerj.com/computer-science/

	Range aware message drop policy for delay tolerant networks
	Introduction
	Related work
	Proposed scheme
	Simulation and results
	Conclusion and future works
	References



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile (None)
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Average
  /ColorImageResolution 300
  /ColorImageDepth 8
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /FlateEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Average
  /GrayImageResolution 300
  /GrayImageDepth 8
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /FlateEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Average
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000500044004600206587686353ef901a8fc7684c976262535370673a548c002000700072006f006f00660065007200208fdb884c9ad88d2891cf62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef653ef5728684c9762537088686a5f548c002000700072006f006f00660065007200204e0a73725f979ad854c18cea7684521753706548679c300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002000740069006c0020006b00760061006c00690074006500740073007500640073006b007200690076006e0069006e006700200065006c006c006500720020006b006f007200720065006b007400750072006c00e60073006e0069006e0067002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /DEU <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>
    /ESP <FEFF005500740069006c0069006300650020006500730074006100200063006f006e0066006900670075007200610063006900f3006e0020007000610072006100200063007200650061007200200064006f00630075006d0065006e0074006f0073002000640065002000410064006f0062006500200050004400460020007000610072006100200063006f006e00730065006700750069007200200069006d0070007200650073006900f3006e002000640065002000630061006c006900640061006400200065006e00200069006d0070007200650073006f0072006100730020006400650020006500730063007200690074006f00720069006f00200079002000680065007200720061006d00690065006e00740061007300200064006500200063006f00720072006500630063006900f3006e002e002000530065002000700075006500640065006e00200061006200720069007200200064006f00630075006d0065006e0074006f00730020005000440046002000630072006500610064006f007300200063006f006e0020004100630072006f006200610074002c002000410064006f00620065002000520065006100640065007200200035002e003000200079002000760065007200730069006f006e0065007300200070006f00730074006500720069006f007200650073002e>
    /FRA <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>
    /ITA <FEFF005500740069006c0069007a007a006100720065002000710075006500730074006500200069006d0070006f007300740061007a0069006f006e00690020007000650072002000630072006500610072006500200064006f00630075006d0065006e00740069002000410064006f006200650020005000440046002000700065007200200075006e00610020007300740061006d007000610020006400690020007100750061006c0069007400e00020007300750020007300740061006d00700061006e0074006900200065002000700072006f006f0066006500720020006400650073006b0074006f0070002e0020004900200064006f00630075006d0065006e007400690020005000440046002000630072006500610074006900200070006f00730073006f006e006f0020006500730073006500720065002000610070006500720074006900200063006f006e0020004100630072006f00620061007400200065002000410064006f00620065002000520065006100640065007200200035002e003000200065002000760065007200730069006f006e006900200073007500630063006500730073006900760065002e>
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020b370c2a4d06cd0d10020d504b9b0d1300020bc0f0020ad50c815ae30c5d0c11c0020ace0d488c9c8b85c0020c778c1c4d560002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken voor kwaliteitsafdrukken op desktopprinters en proofers. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <FEFF005500740069006c0069007a006500200065007300730061007300200063006f006e00660069006700750072006100e700f50065007300200064006500200066006f0072006d00610020006100200063007200690061007200200064006f00630075006d0065006e0074006f0073002000410064006f0062006500200050004400460020007000610072006100200069006d0070007200650073007300f5006500730020006400650020007100750061006c0069006400610064006500200065006d00200069006d00700072006500730073006f0072006100730020006400650073006b0074006f00700020006500200064006900730070006f00730069007400690076006f0073002000640065002000700072006f00760061002e0020004f007300200064006f00630075006d0065006e0074006f00730020005000440046002000630072006900610064006f007300200070006f00640065006d0020007300650072002000610062006500720074006f007300200063006f006d0020006f0020004100630072006f006200610074002000650020006f002000410064006f00620065002000520065006100640065007200200035002e0030002000650020007600650072007300f50065007300200070006f00730074006500720069006f007200650073002e>
    /SUO <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>
    /SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006f006d002000640075002000760069006c006c00200073006b006100700061002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740020006600f600720020006b00760061006c00690074006500740073007500740073006b0072006900660074006500720020007000e5002000760061006e006c00690067006100200073006b0072006900760061007200650020006f006300680020006600f600720020006b006f007200720065006b007400750072002e002000200053006b006100700061006400650020005000440046002d0064006f006b0075006d0065006e00740020006b0061006e002000f600700070006e00610073002000690020004100630072006f0062006100740020006f00630068002000410064006f00620065002000520065006100640065007200200035002e00300020006f00630068002000730065006e006100720065002e>
    /ENU (Use these settings to create Adobe PDF documents for quality printing on desktop printers and proofers.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /NoConversion
      /DestinationProfileName ()
      /DestinationProfileSelector /NA
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure true
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles true
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /NA
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /LeaveUntagged
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


