Dear Editor:
I have studied the valuable comments from reviewers carefully, and tried our best to revise the manuscript. The point to point responds to the reviewer’s comments are listed as following: 
Response to reviewer’s comments:

Reviewer1
Basic reporting
[bookmark: OLE_LINK15][bookmark: OLE_LINK16]Comment 1: Clear and unambiguous, professional English used throughout:
The text appears to be written in clear and unambiguous English. The language used is professional and technical in nature.
Response: Thanks for your comments. We have corrected any inaccuracies or unprofessional language in the text, e.g., in the first chapter of this paper, "LN" has been replaced with "Lighting Network ". In the abstract of this article, “Moreover, the scheme overcomes the λ-security of symmetric polynomial key management scheme” has been replaced with “Moreover, the scheme overcomes the λ-security of symmetric polynomial key management scheme, and is able to provide a large pool of polynomials for wireless sensor networks, facilitating large-scale application of nodes. ”

Comment 2: Literature references, sufficient field background/context provided:
The text refers to previous works and provides comparisons with other schemes. It demonstrates an understanding of the broader field and discusses relevant prior literature.
Response: Thank you for your detailed comments. In the introduction section, we summarized the contents of the references cited in the preceding and following texts, and reorganized the logical relationship between the preceding and following contents, making the background of the study clearer.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]
Comment 3: Professional article structure, figures, tables. Raw data shared:
It is unclear whether the full article follows a specific structure, as only a specific section is provided. However, the provided section seems to have a logical flow and structure.
The text mentions tables and figures (Table 2, Figure 6, Figure 7, Figure 8, Table 3, Table 4, Table 5, Table 6, Figure 9, Figure 10), but these are not included in the given excerpt, so their quality and appropriateness cannot be assessed.
Raw data is not mentioned or shared in the provided text.
Response: Thank you for your careful work. (1) In this paper, we introduce the related key management scheme, based on which we propose the key management scheme of dynamic coefficient symmetric polynomial for Iot networks. Then, through experimental simulation, we compare and analyze with other schemes to verify the superior performance of our proposed scheme. Therefore, the article structure is reasonable. (2) The tables and data involved in this paper have been presented in the corresponding sections of the article and are highly relevant to the content of the article, which better validates the innovation and effectiveness of the method proposed in this paper. For example, the raw data for Fig. 6 is given in Table 2, Fig. 7 already contains the relevant data, the data for Fig. 8 is given in Table 3, the data for Fig. 9 is given in Table 6, and the data for Fig. 10 is given in Table 7.

Comment 4: Self-contained with relevant results to hypotheses:
The text appears to be self-contained and focused on presenting the results and comparisons of the proposed key management scheme.
It discusses the resilience to node capture attacks, connectivity rate, and resource overhead of the scheme.
Response: Thank you for your valuable advice. This paper draws on reference “Matrix-based key management scheme for IoT networks” and “Key Establishment Scheme for Wireless Sensor Networks Based on Polynomial and Random Key Predistribution Scheme”, and analyzes the study in terms of capture rate, computation, communication and storage overhead, and connection rate.

Comment 5: Formal results should include clear definitions of all terms and theorems, and detailed proofs:
The given excerpt does not include specific definitions of terms or theorems, nor does it provide detailed proofs. It mainly presents comparative results and analysis.
Response: Thanks for your comments. In this paper, we focus on the study of the "symmetric polynomial key management method", and proving the proposed theory "symmetric polynomial key management method with dynamic coefficients", which is proved as in Eqs. 8-11. Therefore, a large number of proofs and experiments in this paper are centered on the "symmetric polynomial key management method". Therefore, a lot of the proofs and experiments in this paper are centered on the construction of "key generation".

Experimental design
Comment 6: Original primary research within Aims and Scope of the journal:
The gtext is within the aims and scope of the Journal..
Response: Thanks for your comments. The experimental design of this paper follows the standards and requirements of the journal.

Comment 7: Research question well defined, relevant & meaningful. It is stated how research fills an identified knowledge gap:
The research question is not explicitly stated in the given excerpt, making it challenging to evaluate its definition.
However, it mentions comparing the proposed key management scheme with other schemes and assessing its resilience to node capture attacks, connectivity rate, and resource overhead. These aspects suggest a research focus on evaluating and improving key management schemes, which could potentially fill a knowledge gap in the field.
Response: Symmetric polynomial-based key management schemes also face the λ-security problem, and most of them perform poorly in terms of connectivity and resource overhead, and some of them even have security risks.

Comment 8: Rigorous investigation performed to a high technical & ethical standard:
The text does not provide specific details about the investigation or the methodology employed. Therefore, it is not possible to assess the rigor and technical standard of the investigation.
The text does not mention anything about ethical considerations or ethical standards followed during the research, so it is unclear if the investigation conforms to prevailing ethical standards.
Response: In this paper, plagiarism has been eliminated by strictly adhering to the code of academic ethics during the experimental process. Chapter 5 of the text mentions about the ethical considerations or the ethical standards followed during the research process.
[bookmark: OLE_LINK4][bookmark: OLE_LINK5]
Comment 9: Methods described with sufficient detail & information to replicate:
The given excerpt does not provide detailed information about the methods used in the investigation. Without such details, it is not possible to determine if the methods are described with sufficient detail to be replicated.
Response: Thank you for your valuable advice. This paper focuses on the innovation of key management methods for symmetric polynomials with the main objective of overcoming the λ-security problem. The methods and experiments involved focus on the categories mentioned in the related literature, and the experiments prove that the current experimental results are more satisfactory and can reflect the innovation effect better.

Validity of the findings
[bookmark: OLE_LINK7][bookmark: OLE_LINK8][bookmark: OLE_LINK17]Comment 10: Provide a clear assessment of the impact and novelty of the research conducted. Explain how the study fills a knowledge gap and contributes to the existing literature. Emphasize the unique aspects or advancements of the research.
Response: Symmetric polynomial based key management scheme suffers from λ-security problem, this paper proposes a dynamic coefficient symmetric polynomial key management method that effectively overcome the λ-security problem. The overall performance evaluation shows that the scheme significantly improves the resilience against node capture and effectively reduces the communication and storage overheads compared to the previous schemes. Moreover, the scheme overcomes the λ-security of symmetric polynomial key management scheme.

Comment 11: Discuss the rationale and benefits of replication studies: If relevant, consider including a section on replication studies and clearly describe the rationale behind replicating the research. Explain how the replication adds value to the literature, such as by validating previous findings or comparing performance metrics.
Response: Thank you for your valuable advice. This paper innovates and develops on the basis of previous research, and in response to the λ-security problem of symmetric polynomial-based key management schemes, this paper proposes a dynamic coefficient symmetric polynomial key management method, which effectively overcomes the λ-security problem, and proves the effectiveness of the scheme through experiments.

Comment 12: Ensure that the conclusions are well-stated and directly linked to the original research question. Limit the conclusions to supporting the results obtained from the study. Provide a concise summary of the findings and their implications.
[bookmark: OLE_LINK3]Response: Considering the reviewer’s suggestion. We have made changes in the conclusion section, as in the conclusion section of the text. This is to ensure that the conclusion statement is clear and directly related to the original research question.

[bookmark: _GoBack]
Reviewer 2
Basic reporting
This paper proposes a dynamic coefficient symmetric polynomial key management scheme based on the symmetric polynomial algorithm to solve the IoT security problem, and shows that the proposed scheme significantly improves the resilience against node capture, effectively reduces the communication and storage overheads, and overcomes the security of symmetric polynomial key management scheme. It is interesting and important research issue for IoT networks. However, some descriptions need to be improved and revised.
Comment 1:  The organization of the paper should be adjusted, and the network environment used by the proposed scheme on Sec. 2.2 should be more clearly stated.
Response: Thank you for your valuable advice. The environment in which the proposed scheme in this paper is used is a distributed network architecture, which consists of remote server nodes, gateway nodes and sensor nodes. All sensor nodes in the network have the same resources with the functions of sensing, collecting and transmitting data. The specific environment configuration is determined by the experimental requirements.
[bookmark: OLE_LINK11][bookmark: OLE_LINK12]
Comment 2: Some symbols are not defined clearly, such as SDN and LN on Sec.1.
Response: Thanks for your comments. The SDN is Software Defined Network, and the LN is the Lighting Network.

Experimental design
Comment 3:  Some important security analyzes such as mutual authentication and authenticated key security (or session key security) are left out.
Response: Thank you for your valuable advice. This paper makes similar security analysis from different angles, such as Section 5.1. In future studies, the experimental design will continue to be enriched.

Comment 4:  More performance analysis is needed, and it should be clear why the proposed scheme outperforms other related works in terms of efficacy.
Response: In this paper, we propose a dynamic coefficient symmetric polynomial key management method, which is comprehensively analyzed with other related works in terms of polynomial pool size, anti-capture attack capability, computation overhead, communication overhead, storage overhead, connectivity, etc., which fully proves the superiority of the proposed scheme. In addition, we will also make iterative updates of the method in the future process, expecting more superior methods.

Validity of the findings
no comment

Additional comments
no comment
